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Algorytm to nie pomocnik, to nie przy-
jaciel, tylko zimna, bezwzgledna maszyna.
Przykleja twoje dziecko do telefonu albo
do komputera. Przykleja i uzaleznia. Umie
to robi¢. Wie, jak sterowac emocjami, jak
wprawic¢ w ztos¢, wywotac napiecie albo
szok.

Algorytm nie widzi w dziecku czto-
wieka, lecz uzytkownika, ktérego trzeba
trzymac przed ekranem za wszelkg cene,
ktéry bedzie chciat wiecej, wiecej i wiecej.
Jak narkoman. Jesli chce strachu, poda
wiecej strachu. Jesli spodoba mu sie cha-
0s, pokaze jeszcze bardziej skrajne tresci.
Dziata szybko i bezwzglednie.

W krétkim czasie potrafi ,,wygasic¢”
naturalng ciekawos¢ dziecka. Chodzi
zawsze najlepiej. Efekt? Rozregulowane
emocje, reakcje tylko na to, co mocne i na-
tychmiastowe, apatia i brak zainteresowa-
nia swiatem rzeczywistym. Bez wsparcia
i kontroli dorostych nawet zwykta aplikacja
jest zagrozeniem. Algorytmowi chodzi

o to, zeby bezmyslne przewijanie rzeczy
bez wartosci - od prymitywnych filmikow
po gry dziatajgce jak kasyna - trwato jak
najdtuzej, co moze zmienic sie w prze-
strzen, ktora przebudowuje sposob, w jaki
dziecko czuje, mysli i reaguije.

- W badaniu opartym na analizie mi-
niatur filmdéw polecanych dzieciom
na platformach wideo stwierdzono,
ze 91,5% miniatur zawiera ,,dramat
i intryge”, a 79,1% elementéw wizu-
alnych miato cechy , wytapywania
uwagi”

- W eksperymencie audytu algoryt-
mow wykazano, ze w ciggu pieciu dni
u nastolatkow na TikToku udziat fil-
mMOw mizoginicznych mogt wzrosngc
czterokrotnie - z 13% do 56%
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UZALEZNIENIE OD EKRANOW: JAK JE ROZPOZNAC

Odpoczynek, sen, nauka, relacje z rodzing,
réwiesnikami i dorostymi, apetyt i samo-
poczucie - to codzienne funkcjonowanie
mtodego cztowieka. A gdzie telefon, gdzie
gry, gdzie serwisy spotecznosciowe - go-
dzina, dwie, trzy, pie¢, osiem, dziesiec
godzin w ciggu doby? Sg - i to wiasnie
te godziny spedzone przed telefonem
zaktocajg codziennosd.

W psychologii nie méwimy o uzaleznie-
niu od ekranodw, ale o PUI, czyli proble-
matycznym uzytkowaniu internetu. Jesli
widzisz, ze twoje dziecko traci kontrole
nad czasem spedzonym online, trudno
mu ograniczac te aktywnos¢, cho¢ samo
juz wie, ze ,nie moze zy¢" bez wpatrywa-
nia sie w ekran, to znaczy, ze PUl ma sie

33% uczniow szkoét podstawowych
i 58% ucznidéw szkét ponadpodstawo-
wych spedza dziennie (w tygodniu szkol-
nym) ponad 4 godziny na korzystaniu
z internetu

Swietnie. Jesli prébujesz ograniczac dziec-
ku dostep do ekranow i zauwazysz, ze to
wywotuije silne napiecie lub rozdraznienie,
to PUI ma sie jeszcze lepie;.

Objawy PUI to:

- ograniczenie rzeczywistych kontaktow
spotecznych lub wycofanie sie z nich;

- zaniedbywanie obowigzkoéw szkolnych;

- rezygnacja z zainteresowan i pasji;

- brak dbatosci o higiene osobistg, sen
Czy spozywanie positkéw;

- ktétnie o tzw. czas ekranowy lub rodzaj
uzywanych aplikacji oraz traktowanie
telefonu, tabletu czy komputera jako
gtébwnego sposobu regulowania emodji.
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JAKTELEFONY, GRY | Al WPLYWAJA NAMLODYCH

Odpoczne chwile, odrobie lekcje, zjiem ko-
lacje, wykgpie sie, poczytam i pojde spac,
bo rano trzeba wstac do szkoty, a tam
skupianie, myslenie i zabieranie gtosu
w dyskusji - znakomity plan. Znakomity,
tyle ze w wiekszosci domow nierealizowal-
ny. Powdd? Prawie zawsze zaktdcany jest
przez obecnosc telefonu lub komputera,
przez to, czym te urzgdzenia przyciggaja
uzytkownikow - serwisy spotecznosciowe,
gry w wiekszosci przypadkow nie wolne
od hazardu i Al. I plan, punkt po punkcie,
zaczyna sie wali¢. Kiedy uwaga dryfuje,
nie ma mowy o koncentracji, o skupieniu
sie na zadaniu matematycznym czy tek-
Scie literackim. Kiedy prawie wszystkie
nasze mysli przenoszg sie na to, co w te-
lefonie, to wszystko inne - zaplanowane,
obowigzkowe, istotne - przestaje miec
wieksze znaczenie.

Mechanizmy stosowane przez platfor-
my, w tym autoplay, niekoniczacy sie
scroll i nagrody losowe, sprzyjajg utra-
cie kontroli nad swoim czasem. Wtedy

pojawia sie problem, bo przeciez wieczér
juz zleciat i nie byto kiedy sie pouczyg,
nie byto jak zrealizowad tego prostego
planu: odpoczynek, nauka, kolacja, kapiel,
spanie... Spanie? Jeszcze chwile, jeszcze
zobacze, co na TikToku, na Instagramie.
Juz po poétnocy, juz druga, za pieé godzin
trzeba wstad. Zamkniete koto.

Kompulsywne uzywanie internetu -
powigzane z niedoborem snu, trudno-
Scig w hamowaniu reakcji czy zanie-
dbywaniem obowigzkéw - znacznie
ostabia funkcjonowanie w szkole,
w domu, w Srodowisku réwiesniczym.
My, psychologowie, juz wiemy, ze u cze-
Sci dzieci i mtodziezy zwigzane jest to
z nasileniem sie objawdéw depresji czy
rozwijania sie fobii spotecznej. Internet
nie jest ztem samym w sobie. Wiele zale-
zy od sposobu korzystania z urzadzenia
i zainstalowanych w nim aplikacji, kondycji
psychicznej uzytkownika oraz kontroli,
wsparcia i wiedzy dorostych, w tym ro-
dzicow i nauczycieli.
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- Jedna trzecia uczniéow ZAWSZE zaczy-

na korzystac z internetu, gdy sg przy-
gnebieni

- Co piaty uczen siédmej klasy

szkoty podstawowej oraz co trzeci
uczen trzeciej klasy szkoty ponad-
podstawowej korzysta z internetu,
aby uciec od swoich zmartwien

1/3 uczniow ZAWSZE korzysta
Zinternelu, gdy sq przygnebieni

co b uczen - klasa 7 5P -
ucieka w internet od zmartwien

¢0 3. uczen - klasa 3 szkoty
ponadpodstawowej - ucieka
( internet od zmartwien
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NAJWAZNIEJSZE ZAGROZENIA W SIECI

0o

L min

nawet 6% 0s6b poniZej Sredni czas uwodzenia 2 lresci pornograficznych
18, roku Zycia mogto doswiadczyc jednej — (grooming) & grach online korzysta regularnie
2 form krzywdzenia seksualnego w sieci WYnosi &5 minut ponad 1/3 nastolatkow
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W klasie jest 30 oséb. lle z nich doswiad-
czyto przemocy seksualnej w internecie?
To dziecko, to dziecko i jeszcze to, i jesz-
cze... W sumie statystycznie ponad 20
miodych ludzi z kazdej 30-osobowej
klasy byto uwodzonych (grooming)
przez dorostych w sieci, dostawato
zdjecia i filmy o charakterze seksual-
nym (seksting), zostato namowionych do
tego, zeby wystac¢ swoje intymne zdjecia,
a w konsekwencji byto pdzniej czesto
szantazowanych i zastraszanych. Prestizo-
wa organizacja WeProtect Global Alliance
szacuje, ze nawet 68 proc. oséb ponizej
18. roku zycia mogto doswiadczy¢ jed-
nej z form krzywdzenia seksualnego
w sieci.

Dane te wskazujg, ze mamy do czynienia
z epidemig przemocy seksualnej wobec
matoletnich, ktéra rozprzestrzenia sie
na réznych polach internetowej dziatal-
nosci - w serwisach spotecznosciowych,
w grach online oraz komunikatorach.
Typowym modus operandi sprawcy jest

pozyskiwanie informacji od dziecka czy
nastolatka oraz nawigzywanie z nim kon-
taktu, uwiarygodnianie sie na platfor-
mie spotecznosciowej lub w grze online,
a nastepnie komunikowanie sie w szy-
frowanych (bez mozliwosci monitoringu
przedsiebiorstw cyfrowych oraz organéw
panstwa) komunikatorach.

- Nawet 68 proc. oséb ponizej 18. roku
zycia mogto doswiadczyc¢ jednej z form
krzywdzenia seksualnego w sieci

. Sredni czas uwodzenia (grooming)

w grach online wynosi 45 minut

- Z tresci pornograficznych korzysta
regularnie ponad jedna trzecia na-
stolatkow
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ZAGROZENIA W SIECI - CYBERPRZEMOC

Cyberprzemoc nie dzieje sie ,,gdzies
w internecie”. Ona jest tu i teraz, i do-
tyka nasze dzieci. Nekanie, oczernianie,
manipulowanie, wySmiewanie, upoka-
rzanie - to tylko niektore z coraz bardziej
wymyslnych form internetowej przemocy.
Zdarza sie, ze jeden ztosliwy mem na te-
mat Tomka z 8 b krgzy w sieci miesigcami,
ranigc bardziej niz siniaki. Skutki? Tomek
Czuje sie coraz bardziej bezwartosciowy,
gorzej spi, boi sie, a nawet zaczyna myslec,
czy nie lepiej by byto, gdyby go nie byto...
To teraz, kiedy jest dzieckiem, a w przy-
sztosci to wszystko moze rzutowac na
jego doroste zycie.

Raport Naukowej Akademickiej Sieci
Komputerowej (NASK) pokazuje, ze az
70 proc. mtodych ludzi zetkneto sie
z hejtem w sieci, a co piaty uczen sam
padt ofiarg przesladowania online.
Wedtug Fundacji Dajemy Dzieciom Site
wiele ofiar przez dtugie tygodnie ukrywa
problem, bo boi sie wstydu, wykluczenia
albo tego, ze nikt nie potraktuje ich po-

waznie. Niektorzy uczniowie nie zdaja
sobie sprawy, ze to, czego doswiadczaja,
jest przemocg, bo skoro to codziennos¢,
skoro nikt nie reaguje, to moze to zto
wcale nie jest ztem?

Formy cyberprzemocy to:

- stalking - nekanie, sledzenie, obser-
wowanie;

- flaming - wywotywanie sporu/ktotni;

- negging - komplementowanie, ktére
ma prowadzi¢ do zranienia;

- nekanie - poprzez wysytanie komuni-
katow;

- oczernianie - celowe wypowiadanie
sie w negatywny sposéb;

- podszywanie sie pod ofiare;

- outing oraz trickery - przekazywanie
osobistych wiadomosci;

- wykluczanie z grupy.

Chcesz wiecej?
Zerknij na naszg strone.
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ZAGROZENIA W SIECI - SCAMY | OSZUSTWA
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Scamy i oszustwa w internecie doty-
kajg takze dzieci. Coraz czesciej mto-
dzi internauci padaja ofiara nie tylko
naciggaczy, ztodziei danych czy prze-
stepcoéw seksualnych, ale tez wiasnych
rowiesnikow.

Najczestsze zagrozenia to m.in.:

1. Ztosliwe oprogramowanie (ang. mal-
ware) podszywajgce sie pod znang gre
lub ,,cracka” do tej gry. Atakujagcy przej-
muje konta i pliki dziecka, a czasem jest
tez w stanie podglgdac i podstuchiwacd
je przez kamerke i mikrofon zainfeko-
wanego urzgdzenia.

2. Fatszywe strony i tzw. giveaway
scams. Przestepcy wytudzajg dane
lub wprost optaty, obiecujg skiny albo
walute z popularnych gier. Oszustwa
finansowe sg obecne takze w samych
grach. Gracz oszust oferuje przedmiot
na wymiane lub sprzedaz, ale po wpta-
cie lub przekazaniu przez dziecko danej
rzeczy po prostu znika.

3. Cyberprzemoc. To nie tylko typowy

hejt, ale tez rozpowszechnianie prywat-
nych tresci, ktére dziecko przekazato
komus$ w zaufaniu, lub tresci publicznie
dostepnych, opublikowanych przez
rodzine dziecka. Czesto oSmieszajgce
ofiare materiaty wizualne sg dodatkowo
przerabiane przez narzedzia Al, aby
byty jeszcze bardziej dotkliwe w od-
biorze,

. Grooming i sextortion: sprawca powo-

li buduje relacje z dzieckiem, rozmawia-
jgc z nim poprzez czat w grze lub sieci
spotecznosciowej, a potem wytudza
intymne zdjecia lub filmy i szantazuje
ich ujawnieniem.

Chcesz wiecej?

Zerknij na naszg strone.


https://medialna.edu.pl

ZAGROZENIA W SIECI - HAZARD

Co to jest loot box? To skrzynka tupdéw
w grach online, przez ktérg wasze dziecko
moze stac sie hazardzistg. Tak, hazardzi-
stg uzaleznionym od grania, losowych
nagrod, za ktore trzeba ptacic. Ptaci sie
oczywiscie wirtualng walutg, punktami,
ikonkami, ale zeby je zdoby¢, trzeba wy-
tozycC realne pienigdze, najczesciej dzieci
w tym przypadku korzystajg z podpietych
do sieci kart bankowych swoich rodzicow.
Mtody gracz inwestuje czas i pienigdze,
ponoszgac ryzyko, bo w skrzynce tupow
bedzie nagroda, ale nigdy nie wiadomo
jaka.

| tu mamy do czynienia z mechani-
zmem wzmachniania zmiennego - moze
warto sprobowac jeszcze raz zaryzy-
kowad, moze nagroda bedzie wieksza,
atrakcyjniejsza... Co sie dzieje wtedy
w mozgu dziecka? To samo, co w mozgu
dorostego hazardzisty - poziom dopami-
ny, hormonu odpowiedzialnego za nasz
nastrdj, wptywajgcego na motywacje,
przyjemnos¢, koncentracje, sen i wiele
innych funkgcji, szaleje.

Uwaga, to moze zwiekszac ryzyko za-
chowan kompulsywnych, moze dopro-
wadzi¢ do uzaleznienia od hazardu.

Qs

Chcesz wiecej?
Zerknij na naszg strone.
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ZAGROZENIA W SIECI - DEZINFORMACJA
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Wzbudzi¢ strach i zamet w gltowie,
sktécaé, dzieli¢, wprowadzi¢ w btad,
zmanipulowac - to gtiéwne cele dez-
informacji. TikTok czy Instagram sg
Masowo uzywane przez osoby ponizej
13. roku zycia, ktorymi najtatwiej manipu-
lowac. Nastolatki tez sg bardzo podatne
na dezinformowanie i tatwo ksztattowac
ich opinie, wptywac na ich decyzje. O to
wiasnie chodzi tym, ktdrzy sprawiajg, ze
fatszywa informacja wyglada jak prawdzi-
wa, ze tatwo w nig uwierzy¢, emocjonuje
i w efekcie wyrabia sie na jej podstawie
poglad na jakis temat oraz podejmuje
decyzje.

Atrakcyjny nagtowek, potprawda,
deepfake, czyli sfabrykowane obrazy,
nagrania lub wideo, wyrwane z kontekstu
cytaty, powodujg, ze to, co czytamy lub
oglagdamy, ma nam sie wydawac rzetel-
ng informacjg. Skutecznos¢ dezinforma-
cji roSnie dzieki mechanizmom mediow
spotecznosciowych, personalizacji tresci
oraz postepowaniu samych uzytkownikow
w internecie.

Manipulowanie treSciami uzywane jest,
by zarabia¢ na wprowadzaniu w btad
lub by osiggac cele, rowniez polityczne.
Rozwaj Al przyspiesza produkcje i dys-
trybucje coraz lepszej jakosci fatszywek
adaptowanych do biezgcych wydarzen.

Chcesz wiecej?

Zerknij na naszg strone.
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W JAKIM WIEKU DZIECKO MOZE DOSTAC TELEFON

12, 15, a moze 16 lat? Kiedy dziecku
kupic telefon z dostepem do internetu,
aplikacji, gier i serwiséw spotecznoscio-
wych, a co za tym idzie - do pornografii,
hazardu, réznych rodzajow przemocy,
w tym seksualnej?

Niestety, wiekszos$¢ rodzicdw nie czeka
tak dtugo - dane NASK pokazujg, ze naj-
czesciej pierwszy smartfon mtodzi Polacy
dostajg juz w wieku 9-10 lat. Siedmiolatki
z wiasnym smartfonem tez juz nikogo nie
dziwig. Rodzice stajg przed dylematem:
z jednej strony uwazajg, ze dzieki telefono-
wi bedg mogli mie¢ kontakt z dzieckiem,
sprawdzac w aplikacji lokalizujgcej, gdzie
ono przebywa, z drugiej obawiajg sie, ze
ich dziecko bedzie narazone na nieod-
powiednie tresci, uzalezni sie od ekranu,
stanie sie obiektem przemocy. Wygrywa
pierwsza strona i rodzice masowo kupuijg
smartfony swoim dzieciom.

Wedtug psychologdw i ekspertéw od no-
wych technologii dobrym rozwigzaniem
na poczgtek jest zakup prostego modelu
telefonu bez dostepu do aplikacji, tylko
z opcjg dzwonienia i wysytania wiadomo-
Sci SMS, a smartfonem warto obdarowac
dopiero 12-latka. Niezaleznie jednak od
wieku inicjacji cyfrowej warto tez wpro-
wadzic jasne zasady - wyznaczy¢ dziecku
limit czasu spedzanego przed ekranem,
kontrolowac tresci, do jakich ma dostep,
a do tego rozmawiad o bezpieczenstwie
w sieci.

Jak chroni¢ dziecii wspiera¢ rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicow i nauczycieli | 2025

Pierwszy smartfon?
Dopiero po 12. roku Zycia
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JAK ZABEZPIECZYC TELEFON DZIECKA

81l
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ylu rodzicdw chee blokowat tylko tylu rodzicow chee
dziecku dostep do konkretnych — monitorowac tresci komunikagji
(resci & internecie dzieci 2 rowiesnikami
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Nie ma znaczenia, czy dziecko korzysta
ze smartfona z Androidem czy z iOS,
na kazdym mozesz witaczy¢ tzw. kon-
trole rodzicielska. Na Androidzie stuzy
do tego ,Family Link”, na iPhonie funkcja
,Czas przed ekranem” (ang. Screen Time).
Pozwolg one ustawi¢ maksymalny czas,
jaki dziecko moze spedzac przed ekra-
nem, a takze okresli¢, z jakich aplikacji
moze korzystac, a jakich nie bedzie mogto
zainstalowac. Mozesz tez skonfigurowac
smartfon tak, aby zawsze moc sprawdzic,
gdzie jest twoje dziecko, a nawet otrzymy-
wac powiadomienia, gdy w okreslonych
godzinach opusci dany obszar, np. teren
szkoty.

Funkcje kontroli rodzicielskiej maja
takze inne urzadzenia z dostepem do
internetu: telewizory, konsole, table-
ty, komputery, zegarki, routery Wi-Fi,
a nawet samochody. Znajdziesz je tez
w niektérych aplikacjach, np. TikToku
czy Messengerze. Przejrzyj ustawienia
wszystkich urzgdzen i aplikacji, z ktérych
korzysta twoje dziecko, i odpowiednio je
skonfiguruj.

Pamietaj, ze zadne zabezpieczenie
nie jest doskonate - niestety mozna
obejs¢ blokady i trafi¢ na tresci nie-
przeznaczone dla dziecka. Dlatego tak
wazne jest, abys przygotowat je na takie
sytuacje i omowit wszystkie zagrozenia,
na jakie jest narazone w sieci, oraz ich
konsekwencje.

- 87% rodzicéw chce blokowac dziec-
ku dostep do konkretnych tresci
w internecie
- Tylko 29% chce monitorowac tresci
komunikacji dzieci z rowieSnikami
1
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SOCIAL MEDIA: MEDIA? SPOLECZNOSCI?

Media spotecznosciowe to nie media,
tylko serwisy spotecznosciowe. W prze-
ciwienstwie do prawdziwych medidw,
takich jak prasa, radio, telewizja i portale
internetowe, nie majg redaktora naczel-
nego, nie zatrudniajg dziennikarzy, nie
tworzg wtasnych artykutéw, nie przepro-
wadzajg wywiadow, nie przygotowujg re-
portazy, nie sg - tak, jak wolne, niezalezne
media - filarem demokracji. Majg jednak
swojg dynamike, logike odbioru i mecha-
nike wptywu. Dziatajg szybko, relacyjnie
i wptywajg bezposrednio na wizerunek
0sOb i marek. Opierajg sie na interakgji
i w zatozeniu majg budowac wspadlnote
i stuzy¢ wymianie informacji, ksztattowac
to, jak widzimy siebie i innych.

| w jakim$ stopniu cel zostat osiggniety.
Problem w tym, ze to nie my decydujemy,
co czytamy i oglagdamy w tych serwisach,
tylko robig to za nas algorytmy. Pojawity
sie juz efekty uboczne oddziatywania na
nas ,spotecznosciéwek” - przez fakt, ze
serwisy te nie podlegajg w zasadzie zad-

nej kontroli, petne sg pseudoekspertow,
patostreamerow, kreatorow dezinforma-
cji, propagandystow i innych krzewicieli
tresci niepozgdanych, majg realny wptyw
na destruowanie spoteczenstw.

Jak chroni¢ dzieci i wspiera¢ rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicow i nauczycieli | 2025
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DZIECI W SOCIAL MEDIACH: OD KIEDY | JAK

Jak chroni¢ dzieci i wspiera¢ rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicow i nauczycieli | 2025

Dane osobowe naszych dzieci nie sg
chronione w serwisach spotecznoscio-
wych. Algorytmy nie uwzgledniajg wieku
uzytkownika, podsuwajgc tresci, réwniez
te destrukcyjne, w ktorych mtody cziowiek
narazony jest na przemoc seksualng, por-
nografie, oszustwa, nekanie i inne. Uznac
wiec nalezy, ze serwisy spotecznosciowe
sg Srodowiskiem wysokiego ryzyka dla
dzieci i mtodziezy.

Oczywiscie, wedtug regulamindw zde-
cydowanej wiekszosci platform spotecz-
nosciowych oraz komunikatorow wiek
dostepu dzieci do serwiséw to 13 lat.
Jednak z realizowanego w Polsce od prze-
szto 20 lat panelu badawczego Gemius
/ Polskie Badania Internetu wynika, ze
stan faktyczny daleki jest od oficjalnych
regulaminow platform cyfrowych. Az 1,4
miliona dzieci w wieku 7-12 lat, a wiec
58 proc. tej grupy wiekowej, regularnie
korzysta z medidw spotecznosciowych!'

W wielu krajach trwa obecnie zywa dys-
kusja, rowniez na szczeblach politycznych,
0 potrzebie podwyzszenia wieku dostepu

do przynajmniej 15. roku zycia. Czes¢
panstw podjeta juz w tym zakresie sto-
sowne decyzje - w Australii trzeba miec
ukonczone 16 lat, zeby moc korzystac
z Instagrama czy innych platform.

"PKDP, ICQO, Internet dzieci. Raport z mo-
nitoringu aktywnosci dzieci w sieci, 2025:
INTERNET_DZIECI_RAPORT.pdf, s. 53.

- 58 proc. grupy wiekowej 7-12 lat
regularnie korzysta z platform spo-
tecznosciowych i komunikatoréw
pomimo tego, ze wedtug regulami-
now tych przedsiebiorstw wiek doste-
pu wynosi 13 lat

- Z platformy TikTok korzysta 800
tys. oséb ponizej 13. roku zycia

13


https://medialna.edu.pl

JAK MADRZE KORZYSTAC Z EKRANOW - HIGIENA CYFROWA
(21 v

Swiadomie, madrze, w ograniczonym  Je$li tego nie chcesz, zobacz, na czym w

czasie, bez skutkéw ubocznych odbi- polegaja zasady higieny cyfrowej:

jajacych sie na zdrowiu, réwniez psy- - dzieci do szdstego roku zycia - brak \

chicznym, bez negatywnego wptywu dostepu do ekrandw; /)

na relacje i inne aspekty zycia - to zasa- - dzieci do 12 lat - brak dostepu do smart- -

dy higieny cyfrowej dotyczgce uzywania fondw;

ekrandw nie tylko przez dziecii mtodziez, . dzieci do 15. roku zycia - brak dostepu — ——

ale réwniez przez dorostych. Higiena cy- do serwisow spotecznosciowych.
frowa obowigzuje wszystkich. Ale tak,

jak mozna sie nie my¢, tak tez mozna  Rodzice i opiekunowie powinni kontro-
pozwoli¢ sobie i dzieciom na wchtoniecie  lowac tresci, towarzyszy¢ dziecku i stop-
w wirtualny Swiat. niowo wprowadzac je w Swiat cyfrowy.

Kluczowy jest takze przyktad bliskich do-

gQ@INOULAAT aQTAL TN

rostych - to, jak sami korzystamy z urza- E
dzen, staje sie dla dziecka najwazniejszym E
wzorcem. '§
;/II/III
- Dwéch na trzech uczniéw klas 1-3 - Jedna trzecia dzieci w Polsce korzy-
szkot podstawowych ma witasny sta z urzagdzen ekranowych przed
smartfon ukonczeniem drugiego roku zycia.
- Ponad potowa korzysta z mediow Brzdqc w Sieci 2.0, dr M Rowicka, 2022

spotecznosciowych. Sprawdzian 13+,
FDDS, 2025

Jak chroni¢ dzieci i wspiera¢ rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicéw i nauczycieli | 2025
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GDZIE SZUKAC POMOCY

Jak chroni¢ dzieci i wspiera¢ rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicéw i nauczycieli | 2025

Nie czekaé, dziataé! Jesli tylko widzisz,
ze samopoczucie twojego dziecka sie
pogarsza, pojawiajg sie problemy w szko-
le, co moze by¢ wynikiem nadmiernego
korzystania z ekrandw, to wiedz, ze po-
trzebujesz wsparcia.

Pierwszy krok: przeczytaj materiaty edu-
kacyjne dotyczgce m.in. uzaleznienia od
ekranow, cyberbezpieczenstwa i higieny
cyfrowej.

Drugi krok: porozmawiaj z wychowawca,
pedagogiem lub psychologiem szkolnym.
Witasnie oni mogg podjac sie proby oceny
sytuacji i skierowa¢ mtodego cztowieka
do odpowiednich specjalistow.

Trzeci krok: rozdraznienie, smutek, za-
burzenia snu, niekontrolowane wybuchy
emocji, zachowania o charakterze agre-
sywnym, rezygnacja z pasji i zaintere-
sowan - to mogg by¢ objawy zwigzane
z naduzywaniem nowych medidéw i mogg
sie one nasilaé. Zgtos$ sie do poradni zdro-
wia psychicznego, gdzie psycholog klinicz-
ny oraz psychiatra ocenig, jakie dziatania
nalezy podjgc.

Wsparcia mozna szukac takze w porad-
niach rodzinnych, gabinetach psychote-
rapeutycznych oraz w lokalnych centrach
zdrowia psychicznego.

Chcesz wiecej?
Zerknij na naszg strone.
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WARTOSCIOWE DLA DZIECI TRESCI W INTERNECIE

W internecie jest wszystko. Jednak by
mtodzi ludzie Swiadomie korzystali z za-
sobow tej najwiekszej kopalni wiedzy, po-
trzebujg pomocy i doktadnych wskazdwek.
Mtody cztowiek moze btgdzic i nie trafi¢ na
to, co wartosciowe - aplikacje jezykowe,
symulatory naukowe, platformy mikrolear-
ningu, sztuke, filmy, podcasty czy fotogra-
fie, a takze technologie immersyjne, takie
jak AR (Augmented Reality - rozszerzona
rzeczywistos¢, technologia naktadajgca
cyfrowe elementy na obraz Swiata rzeczy-

- W krajach nalezgcych do OECD
w 2022 r. az 98% 15-latkéw miato
smartfon z dostepem do internetu

- W tej samej grupie 96% miato
w domu dostep do komputera, lap-
topa lub tabletu

- W catej Unii Europejskiej codzienne
uzywanie internetu deklaruje 97%
ludzi w wieku 16-29 lat (starszej mto-
dziezy / mtodych dorostych)

wistego) czy VR (Virtual Reality - wirtualna
rzeczywistos¢, ktéra catkowicie przenosi
nas do Swiata cyfrowego).

Serwisy spotecznosciowe moga budo-
wac kapitat spoteczny, uczy¢ wspétpracy
i organizacji inicjatyw. Klucz lezy w edu-
kacji cyfrowej, w rozumieniu mechanizmow
ich dziatania, umiejetnosci uzywania ich
nie tylko do rozrywki, lecz takze do nauki,
kreatywnych dziatan i odpowiedzialnego
uczestnictwa w Swiecie.

- W Polsce, wedtug raportu Internet
Dzieci (dla dzieci i mtodziezy w wie-
ku 7-18 lat), penetracja internetu
w grupie 7-14 lat wyniosta w ostat-
nim kwartale 2024 r. ok. 85,6%

- W tej samej polskiej grupie wiekowej
(7-14 lat) az 96% dzieci korzystato
z urzadzen mobilnych (smartfon,
tablet itp.), co pokazuje, ze ,brama”
do internetu jest dla nich rzeczywista
| powszechna

Jak chronié dzieci i wspieraé rodzicédw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicéw i nauczycieli | 2025

Chcesz wiecej?
Zerknij na naszg strone.
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EDUKACJA MEDIALNA

W

Chcesz wiecej? :

Zerknij na naszg strone.

Jak chronié dzieci i wspieraé rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicéw i nauczycieli | 2025

Jak odréznic fakty od manipulacji, in-
formacje od dezinformacji, prawdzi-
wy filmik od tego stworzonego przez
sztuczng inteligencje? Kazdego dnia
dzieci i mtodziez natrafiajg na prawdzi-
we i fatszywe tresci, i czesto nie maja
Swiadomosci zagrozen, nie zdajg sobie
sprawy, jaki to moze mie¢ wptyw na ich
sposob myslenia i postepowania. Dlatego
od roku szkolnego 2026/2027 od 4 klasy
szkoty podstawowej edukacja medialna
nie bedzie juz tylko dodatkiem do zajec
szkolnych, elementem dyskusji eduka-
cyjnych, lecz stanie sie czescig programu
nauczania. Gtdwne tematy tej dziedziny
wiedzy bedg omawiane na jezyku pol-
skim, na lekcjach informatyki, edukacji dla
bezpieczenstwa i edukacji obywatelskiej.

Pomoze to uczniom Swiadomie korzy-
stac z sieci, dowiedziec sie, jak dziatajg
algorytmy dopasowujace sie do emocji,
a nie do faktow, oceniac zrédta, rozwi-
jac¢ krytyczne myslenie, dbac¢ o zdrowie
psychiczne online i bezpiecznie tworzy¢
tresci. Dzieki edukacji medialnej uczennice
i uczniowie zdobedg umiejetnosci po-

trzebne w dzisiejszym Swiecie i wzmocnig
swojg odpornos¢ informacyjng, a nauczy-
ciele otrzymajg narzedzia, ktére pomoga
im skuteczniej wspiera¢ uczniéw w tej
podrozy.

To takze szansa, by szkota stata sie
mostem miedzy edukacjg a Swiatem
cyfrowym, w ktérym dzieci godzinami
sg przyklejone do ekrandéw. Chodzi o to,
zeby dzieci radzity sobie w rzeczywisto-
sci cyfrowej wyprzedzajgcej zdolnos¢
cztowieka do rozumienia i przyswajania
tresci. Edukacja medialna to inwestycja
w mtode pokolenie, ktdra zwrdci sie w po-
staci Swiadomych obywateli i bezpiecznej
cyfrowej przysztosci.

- Edukacja medialna wchodzi do pro-
gramu szkoét
- 31 proc. mtodych w wieku 15-30 lat
pPrzyznaje, ze szkota nie nauczyta ich
rozpoznawania dezinformacji
17
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JAK NIE ULEGAC DEZINFORMACJI

Zasada jest prosta - wiarygodna infor-
macja powinna odpowiada¢ na pyta-
nia: who, what, when, why, where, czyli:
kto, co, kiedy, dlaczego i gdzie? Jesli nie
odpowiada chociaz na jedno, nalezy za-
chowac szczegdlng ostroznos¢. Poza tym,
jesliinformacja wywotuje emocje - gniew,
wzburzenie - to znaczy, ze powinnismy
ja sprawdzi¢. Im bardziej co$ nas oburza,
tym wieksze prawdopodobienstwo, ze
ktos prébuje nami sterowac. Takg in-
formacje nalezy sprawdzi¢ co najmnie;
w dwoch pewnych zrodtach.

Jak nie ulegaé¢ dezinformacji to nie
tylko uczenie ,wytapywania” fatszu,
ale tez budowa postawy ostroznego
odbiorcy.

Nie ulegniemy dezinformacji, jezeli po-

trafimy:

- oceni¢ wiarygodnos¢ zrodet informa-
cji — ustali¢, kto publikuje tresc i z jaka
intencja;

- zweryfikowad fakty - poréwnac infor-
macje w kilku wiarygodnych serwisach
i siegac do oryginalnych zrédet;

- rozpoznawac jezyk przekazu - unikac
emocjonalnych, polaryzujgcych komu-
nikatow typu ,my-oni” oraz clickbaito-
wych tytutéw;

- rozumie¢ mechanizmy wptywu - m.in.
efekt potwierdzenia, czyli tendencje do
akceptowania informacji zgodnych z na-
szymi poglagdami i ignorowania danych
odmiennych.

Praktyczna porada: stosuj fact-checking,
czyli sprawdzaj daty, autoréw, kon-
tekst. Oceniajgc wiarygodnosé, uzywaj
chocby prostych narzedzi do weryfikacji
obrazu/wideo. Zachowuj odpowiedzial-
nos¢: nie udostepniaj tresci, co do kt6-
rych nie masz pewnosci. Sygnalizuj
innym swoje watpliwosci. Dziel sie
nimi.

Jak chroni¢ dzieci i wspiera¢ rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicow i nauczycieli | 2025
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SZKOLA A BEZPIECZNE KORZYSTANIE Z EKRANOW

Media cyfrowe dziatajg przede wszyst-
kim na emocje i robig to z niespoty-
kang dotad sita, wiec wsparcie szkoty
dotyczy¢ musi nie tylko rozwijania umie-
jetnosci technicznych, ale przede wszyst-
kim rozumienia i nazywania wtasnych
emocji oraz rozpoznawania ich u innych.

Pozwoli to podejs¢ krytycznie i refleksyjnie
do zjawisk cyfrowych. Edukacja medial-
na, informacyjna i cyfrowa zaczynac
powinna sie przede wszystkim od roz-
woju kompetencji spoteczno-emocjo-
nalnych. To one stanowig fundament dla
rozwoju poznawczego, emocjonalnego,
spotecznego i moralnego mtodych ludzi.

Chcesz wiecej?
Zerknij na naszg strone.

Jak chronié dzieci i wspieraé rodzicédw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicéw i nauczycieli | 2025
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DOM A BEZPIECZNE KORZYSTANIE Z EKRANOW

Dom i najblizsza rodzina odgrywaja
kluczowa role w zapewnieniu dziecku
bezpieczenstwa online. Dzieci uczg sie
przez obserwacje, dlatego sposob, w jaki
dorosli korzystajg z technologii, staje sie
dla nich naturalnym wzorem. W kazdym
domu warto wprowadzi¢ zasady ekrano-
we obowigzujgce wszystkich domowni-
kéw - dostosowane do wieku i potrzeb.

Mate dzieci, co najmniej do 3. roku zy-
cia, a najlepiej do 5-6 lat, nie powinny
miec¢ dostepu do urzadzen ekrano-
wych. Gdy ten dostep sie pojawia, rodzice
powinni aktywnie towarzyszy¢ dziecku:
ttumaczyc tresci, dobiera¢ bezpieczne
materiaty i ograniczac ryzyka.

Domowe Zasady Ekranowe:
- do 3. roku zycia bez ekrandéw
- do 12. roku zycia bez smartfona

Do 12 lat dzieci nie powinny mie¢ wia-
snego smartfona, a pozniej ich kontakt
z internetem powinien by¢ stopniowy
i wspierany przez narzedzia ochrony ro-
dzicielskiej. Wazne sg tez ogdlne zasady
higieny cyfrowej: brak ekranéw przed
snem i przy positkach, limity czasu oraz
staty zestaw aktywnosci offline. Pomocny
w ustalaniu regut bedzie m.in. katalog
Domowych Zasad Ekranowych Fundacji
Dajemy Dzieciom Site.

- do 15. roku zycia bez mediow spotecznosciowych

Chcesz wiecej?
Zerknij na naszg strone.

Jak chronié dzieci i wspieraé rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicéw i nauczycieli | 2025 20
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SZTUCZNA INTELIGENCJA

UL

0o

T0% uczniow uwaza, Ze tresci
generowane przez Al sq prawdziewe

tylu uczniéw w Polsce 2adek larowato,
Jeuzywa lub zamierza uzywac
narzedzi opartych na szlticznej
inteligencji podczas nauki

Jak chroni¢ dzieci i wspiera¢ rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicéw i nauczycieli | 2025

Al stata sie codziennym narzedziem
dzieci, dlatego musimy méwic nie tylko
o korzysciach, ale tez o zagrozeniach.
Najwieksze ryzyka to rozleniwienie umy-
stu, oddawanie prac bez zrozumienia,
utrata samodzielnosci i bezrefleksyjne
zaufanie do btednych odpowiedzi gene-
rowanych przez Al. Rodzice mogg temu
zapobiec: ustalajgc zasady korzystania,
rozmawiajgc o uczciwosci, wspdlnie te-
stujgc narzedzia i zachecajgc dziecko do
ttumaczenia wtasnymi stowami tego, co
z Al stworzyto.

Nauczyciele powinni oceniac proces, a nie
tylko efekt, a szkota - jasno okresli¢, kiedy
Al pomaga w nauce, a kiedy jej uzycie jest
niedozwolone. Kluczowe jest wzmacnianie
samodzielnosci, krytycznego myslenia
| poczucia, ze dziecko potrafi ,zrobic to
samo”, a Al jest jedynie wsparciem. To
daje bezpieczenstwo i chroni przed nad-
uzyciami.

- W Polsce w 2023 r. 68% ucznidéw za-
deklarowato, ze uzywa lub zamierza
uzywac narzedzi opartych na sztucz-
nej inteligencji podczas nauki

- 70% uwaza, ze tresci generowane
przez Al sg prawdziwe
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SHARENTING, PRYWATNOSC - RODZICE | PLACOWKI

Sharenting - z angielskiego ,,sharing”
oraz ,parenting” - oznacza tendencje
rodzicéw, a takze innych dorostych
lub placéwek edukacyjnych do dziele-
nia sie w mediach spotecznosciowych
zdjeciami, filmami, a takze informa-
cjami o dzieciach. Ta praktyka niesie
za sobg realne ryzyko dla prywatnosdi,
bezpieczenstwa, rozwoju biologicznego
oraz psychicznego dziecka. Fotografie raz
tam opublikowane nie ging, mogg zostac
szybko zmultiplikowane lub skopiowane
do prywatnych zbioréw innych oséb, tak-
ze o sktonnosciach kryminalnych.

Wielu uzytkownikow serwisow spotecz-
nosciowych nie zdaje sobie sprawy, ze za-
ktadajgc konto, akceptujemy, iz domysine
ustawienia naszego profilu sg publicz-
ne i widoczne dla wszystkich. Kazda
osoba moze wéwczas oglagdac wizerunki
naszych dzieci, kopiowac zdjecia, takze
w ztych zamiarach wobec naszych dzieci.
Szkoty i przedszkola prowadzg polityke
uzyskiwania pisemnych zgdd rodzicow

na dysponowanie wizerunkiem dzieci
w celu umieszczania fotografii na stro-
nie internetowej szkoty lub w serwisach
spotecznosciowych. Z formalnego punktu
widzenia jest to dziatanie jak najbardziej
zgodne z prawem, poniewaz to rodzic jest
dysponentem wizerunku dziecka.

W praktyce jednak placéwki i rodzice
powinni rozwazy¢, czy publikowanie wi-
zerunkow ucznidow w mediach spotecz-
nosciowych i na stronach internetowych
jest w ogdle uzasadnione ze wzgledu
na ochrone prywatnosci dzieci, a takze
posrednio ich rodzicéw. Zdjecia raz opu-
blikowane w sieci juz tam pozostaja.

Jak chroni¢ dzieci i wspiera¢ rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicow i nauczycieli | 2025

o/

{ylu rodzicow umieszcza
w mediach spotecznosciowych
Zdjecia 7 wizerunkiem dzieci

(ylu rodzicow udostepnito
co hajmniej jedno zdjecie
uznane 1a nieodpowiednie
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CO W ZAMIAN? SOCIJALIZACIA, KULTURA, GRUPA

Jak chronié dzieci i wspieraé rodzicéw oraz nauczycieli i szkoty w cyfrowej rzeczywistosci - Informator dla rodzicéw i nauczycieli | 2025

Po pierwsze wspoétpraca w triadzie
dziecko-rodzice-nauczyciele. Odnajdy-
wanie zainteresowan dziecka, tego, co je
fascynuje, interesuje i bawi, a nastepnie
oferowanie dziatan w grupach.

Praktyka pokazuje, ze to, czego chca
miodzi, to nie telefon, ale rodzic. On
jest najlepsza alternatywa. Wspdlne
spedzanie czasu oraz zaufanie do na-
uczyciela (i nauczycieli do rodzicow)
spowoduje, ze miodziez bedzie mniej
kompensowata potrzebe telefonem.

Chcesz wiecej? :

Zerknij na naszg strone.

Grupa rowiesnicza jest rownie wazna,
zwtaszcza w okresie dojrzewania. Two-
rzenie planu pacy w szkole i stref bez te-
lefonu pokaze nowe, alternatywne formy
spedzania czasu. Nie mozemy omingc
wiasnego przyktadu. Jesli my, dorosli,
zaczniemy odktadac telefon, to mtodym
bedzie tatwiej.

Rodzicu - wkrocz do Swiata swojego
dziecka. Postaraj sie spojrzec jego ocza-
mi na zainteresowania w sieci. Jesli to
dla Ciebie za trudne, zapytaj mtodego
cztowieka o jego gre, ulubione media -
nawet gdy dla Ciebie to wysitek. Wkrocz
i zrozum Swiat dziecka, gdyz zostawi Cie
daleko za soba...
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Jedeli cheesz dowiedziet sie wiecej na tematy omowione w informatorze, wejdi na strone medialna.edu.pl
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